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Digital Preservation Management:
lmplemenling Shoat-term stralegies for Long-t€rm problems

Survey of lnstitutional Readiness

We created this_checklist to help you p.epareforlhe workshop and to get you to think aboui your
organi,/aiion-s digilalasseLs in terms ofscope, pioriLies, resources, ani ov".ffr"rOi""o to
aooress otgfiat preservation concerns.

You will see,that the themes oforganizational, technological, and resource concerns, which are
rnrerwoven hroughoutthe tutoriajand workshop, are atso reflected in this checklist. Organizational
infrastructure confrms jnstitutjonal commitment to digitat prese.vation, sets the Coats aid priorities
for the_program, and.acknowledges accepLed commJn,ty practice and stano".ai. if,-u f""fi".rog,"rfrnrastuclure transtates the objectives ofthe program inlo technical requirements, recommends
and,nrnaes appropriate solutions, and assumes responsjbility for ensuring thatthe organization is
:tl:.i111!: l:gh.""tgqicat.needs ofthe prosram overtim;. Sound declsion ."kinilo]. a,g,tapreservaton ls aloint activity thatbrings logether the bolh orqanizationat and technoto;icat
components. Underghding the program are resource commitmenb_funding. statr, fa;ino,
services, etc.-that need !o be identjfied and secured as an on_going comm-ftment of the i;stitutjon.

Do not be alarmed if you answe. "no,,to most or all of the questions. This survey is intended to helpyou take stoct of the requisite components of a djgiiat preservation program 
"rl i" f,"fJV", l"gi;

or proceed with your digital preservation planning

A. Organizational lnfrastructure
Organizational rcadiness is best rellected in the development and adoptjon of expljcit poticies that
address digital preservation commitments and decisiona. Often an organization Jnaur[aies u
program wilhout first ensuring that the necessary poticies and control; are in olace.

Mission
1. Can your insttution's mission statement be interpreted as supporting a long-term commitrnent to
the preservation of valuabte digital materiats lhatyouragen"y hjs a"q-uirea oi c.eatudi
o /es
o Dont know

Policias and Procedures
2, Do you have written poljcies and proceduaes lhat address jong_term access {as ooDosed to
thr6e mvering digitizarion)? No or Donl,(now. skip to Seciion-8. tf yes, c"rtiir" i.jZr.
YYes - go to question 2a
o No - skip to Section B
o Don't know 

-skip to Section B



'::.

2a. Do you have a written agreement with principal slakeholders on deihed ro,es and
responsibililies?

YN.
o Don't know

2bl Oo you have policies and guidelines covering selection. de-selection. and acquisiLion?

oNo
o Don't know

29 Have you dellngd and promulgaled quality creation requirements and pmcedures?

oNo
o DonI know

2+ tue comprehensive deposil guidelines In place?

oNo
o Don\ know

2e. Do you have wdtten transfer requirements?

VNo

21. Have you explicitty defBed preservation strategies that are appropriate to digital collections and
objects that you have comhitted to preserving?

Vr'ro
o Don't know

Anho.fty
3. lf you answered yes to any part of question 2, were these digital preservation dodrments vetied
by enior managemenP
Vrurry
o Partially
o No. but in progress
oNo
o Don't know

Implementation
4./as your organization implernented the policies and practices contained in these documents?
WFuIy
o Partially
o No, but in progress



Organizations tend to rely on or create dlgital content f.st and address long-term access later. Th;s
section addresses cur.ent and planned digital objects and collections, sto.age management, and
deposilories.

Digital CollectionE
5. Do you currently have the following types of digital obiects that your institution has committed to
maintaining over time? (Some objects may fall into multiple categodes. Please check allthat
applv.)

LigEnsed e-joumalfiles (articles. issues, joumals)
Vhave now tr will have no

lnttitulional records (in any format)
F/have n.w tr will havc trno

tr have now tr willhave

r] have now Er willhave

Word processing files
Er have now tr will have

Diaital imaqe files
Vnrr" no* n will have

B. Technological lnfrast.ucture

PDF fles

/""

Nymeric data files

tr will have

tr will have

tr will have

tr will have

Dlabases and spreadsheets
Mhave now tr will have

Geographic information systems (GlS)

14"

'd".

trno

El no

t"
J*

Audiovisual fles

aucl,o t;t<r Lytun.rfiKn



6. Are lhere any digital matedals in your holdinqs for which you lack the operational and/or
ledmical caDacitv to mount. read. and access?'-7---'--'-'-' .

oNo
o Don't know

Archival S{oraq6
7. Are you ucing any olthese kinds offile storage (Please check sll that apply.)

Or ihe (i.e. spinning rnagnetic disk) /
D acc€ss copies tr mastBrfles &6ackup

Maqnetic tape /
o access copies tr masterfles Gr6ackup

QD, DVD, or other optical or rnagneto-optical disk
tr access copies

Solid strata

B access copies

Er masier files tr backrp j(

tr masterfdes Er backrp X

So\.t,)a.e- fi\e,r L?,pJ 
- 

rnrgran to 7df

Storage PEctice
8. Does your storagLe program include (Please check all lhat apply.)

/he use of high quality storage media?
Jan access-controlled area for ihe machines and meclia on which files are stored?
Jpn environmentally-controlled area for slorage msdE?
d, disaster recovery plan? x - ao+ lbra,y olhol '
V, media testlng program?

Ja media refieshing/migrelion plan?

Vb""trp
tr offsite storaqe fur backups



Obsolescence
9. Have you undertaken any actions to extend the iife ofdigital content that is threatened by
obsolescence of file formats, storage media. and the supporting hardware to aceess it or other
associated hardware and soflware?

/
Fih Fomets o Ycs d No

Sloraoe Media o Yes /No
;i",;;;; o Yes v(o natlbat| @nt'w I

I 0. What actions have

Depository
11. Have you established any kind of digital depository anangements for managing your digital
coli,ections over time?

o Don',t know

Depository Development
12. lfyes, have you:

Er developed a depository in-house? x
tr grquired proprietary software to implement the depository? X
Mcquired open-source soflware ro implement rhe depository? 0,- Spqe
B outsourced the development/maintenance oflhe depos(ory? .a

tr contracted wiih a thhd pariy organization for depository services? '
tr joined a consortium for developing/delive.ing depository services? x

lf you have checked any of these, please bring whatever documentation you have of the

Security
1 3. Does your depository have security and other mechanisms in place lo ensure the inlegrity of
ob#cts in the depository agai.]sr inientional or accrdental securky threats?
6.YeE - rJ P

oNo
o Don't know

OAIS Compliance
14. ls your organization committed to the development or use ofan OAls-compliani depository for
the long-term preservation of digital objects that are or will be wilhin the scope of your preservation
ptt$am?
6yes _o 9Jt4g pD@rr
oNo



Once the need to establish a digital preservation program is recognized and there is the will to do

so, lhe organization must be ready to build and sustain the program. This section covers

resources: fnancial, human, and technical,

Susi3inable Funding
1 5. Does your inslitutlon cunently have funding dedicated for the long_term maintenance of your

diqiral collections?

oNo

Staffing
1 6- Are-lhere stafi specilically charged with digital preservation responsibitily at your insiitution?

o Yfs
oAlo

16a. tf yes, how many? l4 fr- at /l,r oy- -.r't "'

'17.)s there adequate organizational expertise to develop a digital preservation program?

o,fes ,l a_e n-t ta

oNo
o Don't know

18/s there aoequate technical expertise to develop a digital preseNaiion program?

oNo

1 9. Does senior management view digiial preservatjon as a key prio.ity?

sKo

describe the extent and nature of fund

7*F,"t"+ (:,ll i"y""nx Lyft - n't f-t h't^t )

:.6ao.l ,"Ja trdlvt< lo mo,ak,n . Aol: h)a<tna b.j 4z



20. ls there adequate support for staff training in digital preservatioi? aol prlaa- I .j

*4o
o Donl know

2'1. Does your institution cunently use outside sources of expertse for digital preservation (e.9,,
consultants, contracts)?

v(o
o Dont know

Techdological lnfiastrlrcture
22. ls lhe curent technological infrastructure at your organization adequate io build and/or sustain
a digital preservaton program, with rcquisite upgrades and enhanc€ments overtime?

/r.ro

23. Has your instituion dedicated funds for technologv development, reptacement, and upgrades
as an annual expense?

oNo
qyDon't know - hb,ary ma,,qq 7"nlzd r
Administrative Structure
24. Would the digital preservahon program be:

olcorporated into existing units?
o a separate unit?

25. How would you rank the following factors as threats to the loss of digital materials at your
insttution within lhe next three years? 1 =greatest threat, s=smallest threat

fTechnological obsolescence

6 lnsufficient policies or plans for preservation

d lnsuffcient resources for preservation

g lnadequate support from senior staff

Please discuss the status of the infiastrucfure and


